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Grundsätze des 
Datenschutzes in 

der SHK zu 
erlernen

Interne Leitlinien 
und Aushänge 

zum Datenschutz 
verstehen 

Prak=sche Tipps 
zur Umsetzung 

von technischen 
und 

organisatorischen 
Maßnahmen

Was dürfen Sie erwarten und was bi1e nicht?

X Alles über Datenschutz zu lernen

X Mit den Informa9onen immer rechtlich 
abgesichert zu sein

X Das alle Tipps für eine sicheren Umgang 
mit personenbezogenen Daten 
ausreichen



1.1 | Warum Datenschutz? - Ziele -

Diese Ziele sollen durch die DS-GVO erreicht werden

• Schutz der Grundrechte und Grundfreiheiten 
natürlicher Personen und deren Recht auf Schutz personenbezogener Daten

• Regelung der Pflichten der Verantwortlichen (= Organisationen) 
hinsichtlich des gesetzeskonformen Umgangs 
mit personenbezogenen Daten



1.1 | Was ist Datenschutz? - Die drei Akteure -

Verbraucher

Eine Person, die ihre personenbezogenen Daten weitergibt

Organisa=onen

Jede Organisa9on (Unternehmen / Verein), die personenbezogene 
Daten verarbeitet 

Gesetzgeber

Regelt die Rechte der Verbraucher und schreibt den Organisa9onen 
(Unternehmen / Verein) Pflichten vor



1.1 | Was ist Datenschutz? - Was ist personenbezogen -

Allgemeine Personendaten 
(Name, Geburtsdatum, Geburtsort, 

Alter, E-Mail-Adresse, Telefonnummer 
etc.)

Kennnummern 
(Sozialversicherungs-, Kunden-, 

Personalaus-, SteueridenNfikaNons-, 
Kontonummer etc.)

Standortdaten und IP-Adressen

Besonders schützenswerte Daten
(Geschlecht, Religions-/ 

GewerkschaRszugehörigkeit, 
Gesundheitsdaten, Sexualleben, 

biometrische Daten etc.)

Daten von Geschäfts-/Vertragspartnern 
und Kunden/Klienten 

(Namen, Anschriften, E-Mail-Adressen)

Mitarbeiterdaten
(Alle Daten zur Begründung, 

Durchführung und Beendigung eines 
BeschäRigtenverhältnisses)

Art. 4 Abs. 1 DS-GVO: „personenbezogene Daten“ alle Informa=onen, die sich auf eine iden=fizierte oder iden=fizierbare 
natürliche Person (im Folgenden „betroffene Person“) beziehen; als iden9fizierbar wird eine natürliche Person angesehen, 
die direkt oder indirekt, insbesondere miWels Zuordnung zu einer Kennung wie einem Namen, zu einer Kennnummer, zu 
Standortdaten, zu einer Online-Kennung oder zu einem oder mehreren besonderen Merkmalen, die Ausdruck der 
physischen, physiologischen, gene9schen, psychischen, wirtscha\lichen, kulturellen oder sozialen Iden9tät dieser 
natürlichen Person sind, iden9fiziert werden kann;



1.1 | Was ist Datenschutz? - DefiniDon Verarbeitung -

• Was versteht man unter Verarbeitung?

Jede „mit oder ohne Hilfe automa9sierter Verfahren“ ausgeführten Vorgänge im 
Zusammenhang mit personenbezogenen Daten, die in einem ,,Dateisystem“ geführt 
werden.

• Das bedeutet: Sobald personenbezogene Daten auf Papier oder digital 
niedergeschrieben und verwendet werden, spricht man von Verarbeitung.

• Beispiele: Exceldatei, Adressbuch, Gesprächsno9zen/Protokolle, Lohnabrechnung,
Beratung und Dokumenta3on von Assistenzdienstleistungen, Dokumenta3on von 
Fahrdiensten, Wohnungsverwaltung, Bewerberverfahren, Besucherliste, 
Kunden/Klienten Datenbank.



1.2 | Was ist Datenschutz? - Rechtsgrundlagen -

Personenbezogene Daten dürfen nur verarbeitet werden, 
wenn 

1) Eine Rechtsgrundlage vorliegt, d.h. maßgeblich  

Ø Vertragsgrundlage (z.B. Erstellung eines Angebots, Durchführung eines Arbeitsvertrags, Kunden / 
Klienten Auftrags, Rechnungsstellung)

Ø Rechtliche Verpflichtung (z.B. Aufbewahrungspflichten) oder 
Ø Ein berechtigtes Interesse die Verarbeitung erlaubt.

2) Eine Einwilligung gegeben wird, d.h.

z.B. wenn Fotos von Personen gemacht werden. Die Notwendigkeit einer Einwilligung ist i.d.R. aus 
den Dokumenten und internen Prozessen der SHK ersichtlich. 

Bei Zweifeln den disziplinarischen Vorgesetzten oder Datenschutzbeau[ragten fragen!



2.1 | Übersicht personenbezogene Daten in der SHK

Welche? Wo? Wie?

Ø Mitarbeiter- und 
Bewerberdaten 
(Personaldaten):

• Name und Vorname
• Adresse 
• Geburtsdatum 
• Lebenslauf, Zeugnisse etc.
Ø Kunden / Klienten / 

Dienstleister / Lieferanten 
Daten

• Name, Vorname
• Anschrift
• Rechnungsdaten
• E-Mail / Telefon
Ø Behandlungsdaten
Ø Systemdaten
Ø Kommunikationsdaten

Ø Geschä\sleitung / Vorstand

Ø Verwaltung (Finanz- und 
Lohnbuchhaltung)

Ø EUTB  

Ø Fahrdienst

Ø Schulassistenz

Ø Ambulanter Assistenzdienst & 
Ambulante Teilhabeassistenz 
(qualifizierte Assistenz / 
kompensatorische Assistenz 
beim Wohnen)

Ø IT und Telekommunika9on

Ø Telefonzentrale Empfang

Ø BeWo

Ø Vereinsverwaltung 
Ø Bewerber- und 

Beschäftigtenverwaltung
Ø Wohnungsverwaltung
Ø Durchführung von 

Assistenzdiensten (Hilfen für 
Menschen mit 
Behinderungen) sowie 
zugehörige Dokumentation 
und Kommunikation mit 
Klienten und deren 
Angehörigen sowie ggf. 
Behörden

Ø Vertragsabwicklung und 
Rechnungsstellung



2.2 | Der 
Datenschutzbeau6ragte

• Aufgaben des Datenschutzbeau\ragten (,,DSB“) siehe Aushang 
DSB (der Aushang ist für den Verein und BeWo gleich)

• Der DSB ist bei Betroffenenersuchen sowie (möglichen) 
Datenpannen unverzüglich zu informieren, siehe Nofallkarten

• Bei der Neuanschaffung von Datenverarbeitungsanlagen 
(Hard- und So\ware sowie Systemen), welche 
personenbezogene Daten verarbeiten können, ist der DSB vor 
der Einführung zu informieren, um die datenschutzrechtliche 
und datenschutztechnische Vorabkontrolle durchzuführen, die 
neue Verarbeitungstä9gkeit zu dokumen9eren und ggf. 
ergänzende Maßnahmen auszusprechen

• Die Prüfung und Dokumenta=on (,,Rechenscha\spflicht“ nach 
Art. 5 Abs. 2 DS-GVO) ist für den Verantwortlichen 
(Geschä\sleitung / Vorstand) Pflicht, der DSB unterstützt Ihn 
hierbei. Bei der Nichteinhaltung können seitens der 
Aufsichtsbehörde die bekannten Bußgelder und seitens 
betroffener Personen Schadensersatzforderungen drohen

2.2 | Einbindung des
DatenschutzbeauLragten



2.3 | Datenpannen – Berichte und Maßnahmenempfehlungen

Verdäch=ge E-Mails der IT zur Überprüfung auf Viren 
melden - E-Mails NICHT weiterleiten und Anhänge 

NICHT öffnen!

Insb. Updates von Betriebssystemen / 
Anwendungen / Diensten zeitnah installieren!

Passwörter nach betrieblichen Vorgaben vergeben!
Sofern möglich Zwei-Faktor-Authentifizierung 

aktivieren.

Zur Vernichtung bes=mmte Unterlagen schreddern / 
in Datencontainer werfen sowie nicht mehr benö=gte 

Datenträger der IT übergeben!

Quelle: heise.de, 15.06.2022, 02:31 Uhr 

Quelle: heise.de, 16.12.2021, 18:12 Uhr 

Quelle: heise.de, 28.01.2022, 06:00 Uhr 

https://www.heise.de/news/Ransomware-Angriff-auf-hessischen-IT-Dienstleister-mit-weitreichenden-Folgen-7140974.html
https://www.heise.de/news/123456-Deutschlands-haeufigste-Passwoerter-im-Jahr-2021-6297181.html
https://www.heise.de/news/33-000-hochsensible-Mails-aus-dem-Auslaenderamt-Luebeck-bei-eBay-verkauft-6335260.html


2.3 | Datenpannen - Weitere Berichte

Quelle: tagesschau.de, 19.07.2024, 15:29 Uhr

Quelle: heise.de, 12.06.2022, 17:44 Uhr 

Quelle: heise.de, 11.01.2023, 12:54 Uhr 

Quelle: heise.de, 31.05.2023, 14:31 Uhr 

Quelle: heise.de, 08.07.2024, 14:27 Uhr 

Quelle: heise.de, 04.08.2022, 10:06 Uhr 

https://www.tagesschau.de/wirtschaft/digitales/it-panne-stoerung-global-faq-100.html
https://www.heise.de/news/Cyberangriff-beim-Darmstaedter-Energieversorger-Entega-7138161.html
https://www.heise.de/news/Fahrradhersteller-Prophete-Insolvenz-durch-Cyber-Angriff-7455650.html
https://www.heise.de/news/Gesundheit-Nord-bestaetigt-Cyber-Angriff-und-Datenabfluss-9076718.html
https://www.heise.de/news/Cyberangriff-auf-Frankfurter-University-of-Applied-Sciences-9793380.html
https://www.heise.de/news/Cyberangriff-IHK-Verbaende-weitgehend-offline-auch-telefonisch-nicht-erreichbar-7202061.html


,,befasst sich mit allen Aspekten der 
Sicherheit in der Informa3ons- und 
Kommunika3onstechnik. 
Das Ak3onsfeld der Informa3onssicherheit 
wird dabei auf den gesamten Cyber-Raum 
ausgeweitet. Dieser umfasst sämtliche mit 
dem Internet und vergleichbaren Netzen 
verbundene Informa9onstechnik und 
schließt darauf basierende Kommunika9on, 
Anwendungen, Prozesse und verarbeitete 
Informa9onen mit ein. Häufig wird bei der 
Betrachtung von Cyber-Sicherheit auch ein 
spezieller Fokus auf Angriffe aus 
dem Cyber-Raum gelegt.“

2.3 | Erläuterung Cyber-Sicherheit & Cyber-Angriff

,,ist eine Einwirkung auf ein oder 
mehrere andere 
informa=onstechnische Systeme 
im oder durch den Cyber-Raum, 
die zum Ziel hat, deren IT-
Sicherheit durch 
informa=onstechnische MiFel 
ganz oder teilweise zu 
beeinträch=gen.“

Cyber-Sicherheit Ein Cyber-Angriff 

Ausweitung der Informa9ons- und Datensicherheit auf 
IT-Systeme, welche mit dem Internet verbunden sind.

Angriff auf IT-Systeme, welche mit dem Internet 
verbunden sind.

Quellen: bsi.bund.de

https://www.bsi.bund.de/DE/Themen/Unternehmen-und-Organisationen/Informationen-und-Empfehlungen/Glossar-der-Cyber-Sicherheit/Functions/glossar.html?nn=522504&cms_lv2=132798


2.3 | Wieso Cyber-Sicherheit? Ein Beispiel

Es ist 8 Uhr morgens. Sie kommen nach 
einem verlängerten Wochenende ins Büro.

Sie trinken Ihren ersten Kaffee, gehen an 
Ihren Arbeitsplatz und schalten den PC an.

Ihr PC sagt Ihnen ,,Ihre Daten wurden 
verschlü$$elt. Zahlen Sie 20 Bitcoins oder 
ALLE Ihre Daten werden vom Computer 
gelöscht und ins Internetzzz gestellt!?!“

Sie überlegen – Was mache 
ich jetzt? 
Aha, erstmal schauen, was so 
ein Bitcoin kostet, wird schon 
nicht so viel sein.

,,Rufen Sie unseren externen IT-
Dienstleister an, der regelt das“

,,Die Telefonanlage funktioniert nicht, 
Kunden können uns nicht erreichen!“
,,Dann versuchen Sie es über´s Handy!“

,,Die XY Computerdienstleistungs
GmbH kann wegen des Cyber-Angriffs 
leider nicht auf Ihre Systeme zugreifen 
und die Anfahrt zu Ihnen dauert eine 
Stunde, bewahren Sie Ruhe!“

Unsere IT-Systeme funk9onieren nicht, Kunden 
können nicht bedient werden, Hilfe fehlt, Daten 
sind eventuell nicht mehr da, verändert oder 
sogar an DriWe gelangt und irgendwas war doch 
mit einer Meldung an die Behörden bei sowas. 
HäWen wir doch lieber vorgesorgt…

Ohhhh, Cheeeeef, wir haben 
ein Problemchen.



2.3 | Auswirkungen von Cyber-Angriffen

Quelle: tagesschau.de

Bei Cyber-Angriffen wird meist die
• Vertraulichkeit, 
• Integrität, 
• Verfügbarkeit

von Daten verletzt. 

• Betriebsbeeinträch9gungs- und 
Unterbrechungskosten

• Kosten für SchadensermiWlung und 
Wiederherstellung der Daten (insb. IT-
Forensik) 

• Verstoß gegen gesetzliche, 
branchenspezifische oder vertragliche 
Vorgaben -> Vertragsstrafen und Bußgelder

• Insb. Datenschutzverstöße können bei 
unzureichend getroffenen technischen und 
organisatorischen Maßnahmen (i.S.d. Art. 32 
DS-GVO) Bußgelder (i.S.d. Art. 83 DS-GVO) 
und Schadensersatzforderungen (i.S.d. Art. 
82 DS-GVO) mit sich ziehen

• Kosten für (Rechts- ) Berater
• Imageschäden und Reputa9onskosten
• Zeit- und Kostenaufwände für 

Präven9onsmaßnahmen

Weitere mögliche Folgen / Schäden:

https://www.tagesschau.de/wirtschaft/unternehmen/cyberattacken-unternehmen-risiken-101.html


2.3 | No;allkarte Datenpanne
• Datenpanne = Jede Verletzung des Schutzes 

(personenbezogener) Daten.

• Bei einer Datenpanne oder auch nur der Vermutung (Beispiele 
siehe Aushang) ist unverzüglich die Geschä[sleitung / Vorstand 
und die IT (bei betroffenen Systemen) zu informieren. ,,Weitere 
Verhaltensweise“ auf dem Aushang beachten!

• Bei der zusätzlichen Verletzung des Schutzes
personenbezogener Daten oder auch nur der Vermutung ist 
zusätzlich unverzüglich der externe Datenschutzbeau[ragte 
,,DSB“ (Patrick Bäcker – Kontaktdaten siehe Aushang) zu 
informieren. 

• Alle den Vorfall betroffenen Informa=onen müssen 
dokumen=ert werden (erfolgt durch DSB und Geschä\sleitung / 
Vorstand) zwecks Rechenscha[spflicht und möglicher 
Meldepflichten an die Aufsichtsbehörde (HBDI) und ggf. 
Betroffene. Bei einer notwendigen Datenpannen-Meldung muss 
das HBDI möglichst innerhalb 72 Stunden informiert werden, 
ansonsten können allg. Bußgelder (bis zu 20 Millionen oder 4 % 
des weltweiten Vorjahresumsatzes) und 
Schadensersatzforderungen von Betroffenen drohen.



2.2 | No'allkarte 
Betroffenenersuchen
• Betroffenenersuchen = Jede Anfrage eines Betroffenen 

(Interessent, Kunde / Klient, Lieferant, Dienstleister, Mitarbeiter, 
Bewerber) nach seinen personenbezogenen Daten, welche bei 
der SHK verarbeitet werden.

• Betroffenenersuchen sind unverzüglich dem externen 
Datenschutzbeau[ragten ,,DSB“ (Patrick Bäcker –
Kontaktdaten siehe Aushang) und der Geschä[sleitung / 
Vorstand über die bekannten Kontaktwege zu melden, mit dem 
im Aushang befindlichen Angaben. 

• Alle über das Betroffenenersuchen bekannten Informa=onen 
müssen dokumen=ert werden (erfolgt durch DSB und 
Geschä\sleitung / Vorstand) zwecks Rechenscha[spflicht 
sowie Mimeilungspflichten an die Betroffenen. Ein 
Auskun\sersuchen muss bspw. spätestens innerhalb eines 
Monats beantwortet werden. Die Recherche nach den 
vorhandenen personenbezogenen Daten kann u.U. lange 
dauern, weshalb diese Frist prak9sch gesehen sehr kurz ist und 
bei der Nichtbearbeitung Bußgelder und 
Schadensersatzforderungen drohen können.



2.5 | Verpflichtung zur 
Vertraulichkeit
• Jeder SHK-Beschäftigte (Voll- und Teilzeit, Auszubildene, 

Praktikanten) ist vor Aufnahme der Tätigkeit bzw. vor der 
Einsichtnahme und Verarbeitung von personenbezogenen Daten, 
für welche die SHK verantwortlich ist, zur Vertraulichkeit und 
Einhaltung der datenschutzrechtlichen Anforderungen nach den 
Grundsätzen aus Art. 5 Abs. 1 i.V.m. Art. 29 DS-GVO verpflichtet 
worden (siehe Dokument ,,Verpflichtung zur Vertraulichkeit“). 
Zudem nach Arbeitsbereich Beachtung Verpflichtung zur 
Verschwiegenheit nach § 203 Abs. 4 StGB und auf das 
Fernmeldegeheimnis nach § 3 TDDDG.

• Personenbezogene Daten dürfen nur verarbeitet werden, wenn 
eine betriebliche Weisung vorliegt, es sei denn, eine gesetzliche 
Regelung schreibt eine Verarbeitung vor. Unter Weisungen fallen 
u.a. Prozessbeschreibungen, Ablaufpläne, Dienstvereinbarungen, 
allgemeine Dienstanweisungen, Einzelweisungen von Vorgesetzen 
sowie betriebliche Dokumentationen und Handbücher.

• Die Verpflichtungen gelten während und auch nach Beendigung 
des Beschäftigtenverhältnisses.



• Verarbeitung personenbezogener Daten in
fest definierten Räumlichkeiten der SHK

• Physische Unterlagen können in 
abschließbaren Büros / abschließbaren 
Schränken sicher au]ewahrt werden 

• Datenverarbeitungsanlagen und 
Peripheriegeräte (Desktop Rechner, 
Speichermedien, Drucker, etc.) sind durch 
die Ortsbindung physisch vor dem Zutria 
Driaer geschützt (bspw. durch die 
Videoüberwachung, organisatorische 
Zutriasregelungen, abschließbare Büros)

2.5 | Sicherheitsmaßnahmen am Arbeitsplatz (Übersicht)

• Verarbeitung personenbezogener Daten 
außerhalb der Räumlichkeiten der SHK

• Physische Unterlagen werden in 
Aktentaschen o.ä. transpor9ert, welche 
beaufsich9gt / geschützt gelagert werden 
müssen

• Der Zugriff auf Datenverarbeitungsanlagen 
und Peripheriegeräte (Laptops, Smart-
phones, etc.) ist für Driae (bspw. bei vor 
Ort Kunden / Klienten Terminen oder der 
Arbeit in öffentlichen Räumen) vereinfacht 
möglich 

Im Büro In der mobilen Arbeit

Regelungen zum Umgang mit 
personenbezogenen Daten siehe 03.02 
,,Dienstvereinbarung IT“ 

Regelungen zum Umgang mit 
personenbezogenen Daten siehe 03.03   
,,Mobile- und Telearbeit-Vereinbarung IT“ 



2.5 | Dienstvereinbarung IT
• Jeder SHK-Beschä\igte (Voll- und Teilzeit, Auszubildende, 

Prak9kanten) ist mit den maßgeblichen Regelungen zum 
Umgang mit Geräten und Unterlagen im Büro, welche 
personenbezogene Daten beinhalten, unterrichtet worden 
(siehe Dokument ,,Dienstvereinbarung zur Nutzung der IT-
Infrastruktur“)

• Die Dienstvereinbarung IT enthält insbesondere Informa9onen 
zur geschä[lichen Nutzung von Internet, E-Mail und Telefon, 
den Verhaltensgrundsätzen und Vorgaben zu deren Nutzung
sowie der Protokollierung und Maßnahmen bei Verstößen



2.5 | Mobile- und Telearbeit 
Vereinbarung  IT
• Jeder SHK-Beschä\igte (Voll- und Teilzeit, Auszubildende, 

Prak9kanten) ist mit den maßgeblichen Regelungen zum 
Umgang mit Geräten und Unterlagen in der Mobile- und 
Telearbeit, welche personenbezogene Daten beinhalten, 
unterrichtet worden (siehe Dokument ,,Mobile- und Telearbeit-
Vereinbarung IT“)

• Die Mobile- und Telearbeit-Vereinbarung IT enthält 
insbesondere Informa9onen zur geschä[lichen und privaten 
Nutzung von Internet, E-Mail und Telefon, den ausgehändigten 
Geräten, den Verhaltensgrundsätzen und Vorgaben zu deren 
Nutzung sowie der Protokollierung und Maßnahmen bei 
Verstößen



2.5 | Auszüge Best Prac@ces Sicherheitsmaßnahmen am 
Arbeitsplatz

Empfängeradressen (E-Mail, 
Post) auf Rich<gkeit prüfen

Möglichst keine 
lokale Speicherung

Aktenvernichter oder 
Datenschutzcontainer 

nutzen

Anrufer 
identifizieren vor 

der Herausgabe von 
Informationen

Betroffenenersuchen 
und Datenpannen 

unverzüglich melden

Im Büro In der mobilen Arbeit

Unterlagen und Geräte 
beaufsich4gen bei Anwesenheit 

Dri8er

Geräte bei 
Nichtbenutzung 

sperren

Verlust von 
Unterlagen und 

Geräten unverzüglich 
melden

Keine unbekannten 
Datenträger 
anschließen

Nur mit sicheren 
Netzen verbinden 



2.5 | Fazit Sicherheitsmaßnahmen am Arbeitsplatz

Büro Arbeit 
≈

Besondere Beachtung bei der 
Herausgabe von Daten 

Mobile Arbeit
≈

Besondere Beachtung, dass DriAe 
keine Daten einsehen können

Beachtung der geltenden 
Richtlinien, Prozesse, Weisungen

(insb. ,,Dienstvereinbarung IT“ 
und ,,Mobile- und Telearbeit-

Vereinbarung IT“)

Meldung von 
Betroffenenersuchen und 
(möglichen) Datenpannen

(siehe Aushänge NoPallkarte 
Datenpanne Anzeichen und 

NoPallkarte Betroffenenersuchen)

Technische und 
organisatorische 

Maßnahmen
,,TOM´s“



1) Mögliche Datenpannen und 
Betroffenenersuchen 
unverzüglich melden!

-> Siehe Aushänge 
Datenschutz-Notfallkarten

2) Daten nach Vertraulichkeit 
klassifizieren und schützen!
Keine lokale Speicherung, 

sofern nicht zwingend 
notwendig!

3) Daten nur zum 
vorgesehenen Zweck und 

innerhalb des übertragenen 
Aufgabenbereichs 

verarbeiten!

4) Au?ragsdaten nur nach 
Weisung verarbeiten!

Fernwartungsarbeiten (sofern 
nicht vertraglich geregelt) nur 

mit Freigabe zulassen!

5) Nur berechRgten Personen 
Auskun? geben –

IdenRfizierung durchführen!
E-Mail- und 

Postempfängeradressen auf 
RichRgkeit prüfen!

6) UnberechRgten Einblick in 
Daten verhindern -> 

Vertrauliche Dokumente und 
Datenträger verschließen! 

7) Sichere Übertragungswege 
bei externer KommunikaRon 

nutzen 
(Gesichertes Netzwerk)!

8) Transport von Dokumenten 
und Datenträgern in 

geschlossenen ,,Behältern“! 

9) Dokumente und 
Datenträger bei 

Kundenbesuchen unter 
ständiger Aufsicht halten!

Computer sperren oder 
abmelden!

10) Nur freigegebene Hard-
und So?ware einsetzen!

11) Verdächtige E-Mails der IT 
zur Überprüfung auf Viren 

melden – E-Mails nicht
weiterleiten und Anhänge 

nicht öffnen!

12) Nicht mehr benöRgte 
Dokumente und Datenträger 

entsprechend interner 
Regelungen entsorgen

13) Dokumente und 
Datenträger nach 
Dienstschluss aus 

Firmenwagen mitnehmen und 
sicher verwahren!

2.6 | Die 13 Datenschutz-Shortcuts



Vielen Dank für Ihre Teilnahme und 
das Interesse am Datenschutz in der

SHK-Gruppe

Fragen ?
Zögern Sie biCe nicht mich zu 

kontakEeren

Kontaktdaten Datenschutzbeauftragter ,,DSB“
Herr Patrick Bäcker

Telefon: 06074 / 3709395
E-Mail: info@wavesun-technologies.de

mailto:info@wavesun-technologies.de

